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Armed with an outstanding track record of matching technical capabilities to market needs, Edgard Capdevielle has been a
rainmaker in security, data center and cloud storage for many years. He is often invited to share his unique insights as a
keynote speaker and panelist at industry and cybersecurity conferences worldwide. As CEO of Nozomi Networks, Edgard is
deeply committed to protecting our critical infrastructure from escalating threats, and helping industrial organizations
address their complex network visibility and cybersecurity challenges.
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This is one of the shortest and easiest blogs I’ve ever written. In these unique and trying times, I cnd myself and
Nozomi Networks being asked to comment on or share our position on what’s happening in Ukraine. Do we have
a presence in Russia and what are we doing to help Ukraine?

First, we do not have a presence in or do business with Russia. Based on what we’ve seen these past few weeks, I
think it’s safe to say we won’t be there anytime soon.

Nozomi Networks values are about being a uniced team—doing everything we can for the success of our
customers. We treat people with respect and value that in return. We will not do business in a country that clearly
lacks these values. At Nozomi Networks, we stand for doing the right thing. We cannot stand by and condone
what the Russian leadership is doing. If we had a presence in Russia, we would most certainly have ceased
operations. We as a company completely and without reservation denounce what Russia is doing to Ukraine and
although we are not a political company, we believe in doing what is right. And what Russia is doing is really far
from right—it is outright criminal in my opinion.

We stand with Ukraine. We support their efforts to remain independent. We are looking for any additional way
possible to help our customers and partners in Ukraine and around the world. We will continue to help our
customers protect themselves from the potential cybersecurity risks that may come as retaliation for the actions
taken by the United States and our allies. We continue to offer any organization that may need additional layers
of security free access to our solutions for as long as the situation requires it. It’s the least we can do to help secure
our country and our critical infrastructure from unsolicited attacks.

Like I said, this is one of the easiest blogs I’ve ever written. It’s not hard to do what is right and support those
impacted by what is wrong.
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